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Be on the lookout for this new scam on your
mobile devices. According to the NCRPO,
smishing targets cellphone users who are more
inclined to believe messages sent through short
messaging services (SMS) rather than email.

GREAT NEWS! You are one of the selected
Globe Postpaid user who may be given a
chance a P5S00 money-back in your

monthly bill sponsored by Netflix! We just

need your confirmation by forwarding the co M M O N

6 Digits redeem code we sent to you. No

advisories? Text OFF to 2686 for free. I N D I CATO Rs

Suspicious sender's address.

Generic greetings and signature. 8

Spoofed hyperlinks and websites. B
Spelling and layout. @

How to avoid Being A Victim

e Be suspicious of unsolicited messages
asking about information.

e Do not provide personal information.

e Do not reveal personal information nor
respond to solicitations.

e Take advantage of default anti-phishing
features on your mobile phones.

e Enforce Multi-factor Authentication.
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